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 ABSTRACT Internet of Vehicles (IoV) is one of the developing models in the Vehicular adhoc networks 

(VANETs) with the vast improvement of communication technologies. In order to improve data transmission 

among the multiple communities without link breakage, a novel Trilateral Location Identified Maximum Weighted 

Directive Spanning Tree (TLIMWDST) technique is introduced. The proposed TLIMWDST technique consists of 

two major phases, namely location identification and optimal path identification to improve the reliability of data 

transmission from source vehicle to destination vehicle. In the first phase, the location of the neighboring vehicles 

is identified by applying a trilateration technique.  After the location identification, an optimal route path between 

the source and destination is identified using Maximum Weighted Directive Spanning Tree (MWDST) through 

the intermediate nodes. The performance of the TLIMWDST technique is assessed through simulation  as 

compared to the previous path selection techniques in terms of different routing metrics such as packet delivery 

ratio, packet loss rate, end-to-end delay and throughput with respect to the number of data packets. 
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I. INTRODUCTION 

HE enormous growth of vehicles on roads, IoV has 

become one of the significant field providing better 

explanations for the smart transportation system.  At present, 

several methods are focusing mainly on the construction and 

improvement of IoV due to its significance in an Intelligent 

Transportation System (ITS). Precisely, routing protocols 

are becoming the most significant issue in IoV application 

for improving the stable path to gain better performance 

between vehicles interaction. An efficient routing algorithm 

is required for reliable path selection in the rapid topology 

changes and frequent link disconnections due to the high 

mobility of vehicles.   

The community aware mechanism on the Internet of 

vehicles (CIoVS) was developed [1] to distribute the data 

packets based on vehicles for long-distance communication 

between the vehicles. Though the designed CIoVS 

minimizes the delay time, the higher packet delivery ratio 

was not achieved.   A Reliable Path Selection and Packet 

Forwarding Routing Protocol (RPSPF) was designed in [2] 

to discover an optimal route for transmitting the packets 

towards their particular destinations by taking into 

consideration the link connectivity and the shortest optimal 

route path.  But, the performance analysis of the packet loss 

rate was not estimated.   

An Identical Destination Based Community on the 

Internet of Vehicles (IDCIoV) was proposed in [3] to 

discover the optimal path. The method does not provide 

minimal end to end delay for data communication. 

Heterogeneous network structural design was introduced in 

[4] to enhance reliable communication and support seamless 

data transmission. The developed architectural design 

minimizes the delay but the performance of reliable data 

delivery was not evaluated.        

T 
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A reliable emergency message distribution protocol was 

introduced in [5] to minimize the extra delays due to the 

exchange of control messages. The protocol uses different 

handshake procedures for road segments to preserve the low 

signaling overhead. Besides, it reduces the one-hop delay 

during the data transmission but the packet loss was not 

minimized.  A Hybrid Emergency Message Transmission 

(HEMT) scheme was introduced in [6] to support the 

flexibility of reliable and fast transmission emergency 

messages through the SDN-facilitated central controller and 

RSU unit. The designed HEMT scheme failed to reduce the 

delay at a required level.  

A position-based data dissemination approach was 

developed in [7] to minimize the delays and improve the 

timely distribution of different messages. The designed 

technique minimizes the delay and improves the packet 

delivery ratio but the performance of packet loss was not 

evaluated. An efficient and reliable data dissemination 

protocol was introduced in [8] to handle the data distribution 

with acceptable delay. The designed protocol failed to 

improve the performance of the protocol in terms of other 

significant metrics such as the number of packet propagation, 

and intermediate hops between the source and the 

destination.  

A Content-aware Stable Multimedia Communication 

(CSMC) algorithm was devised in [9] in order to increase the 

vehicle's communication stability and multimedia data 

communication of the cluster within a certain range. The 

designed algorithm minimizes the packet loss but optimal 

path identification remains unsolved to improve the data 

delivery.  A quality of service-aware routing algorithm was 

proposed in [10] for obtaining the most reliable and 

connected path to transmit the packets. The designed 

algorithm improves the data delivery and minimizes the 

delay but the exact neighboring location identification was 

not performed.  

A reliable low-latency multipath routing (RLLMR) 

method was introduced in [11] based on multipath link 

reliability for determining the reliable routes. The designed 

RLLMR method significantly minimizes the link failures but 

efficient stable link identification was not performed.   

An enhanced intelligent hybrid routing protocol was 

introduced in [12] to discover the stable route path for data 

transmission between a source and a destination based on 

three significant factors of the vehicle such as speed, 

direction, and neighbor nodes. Connectivity modeling and 

investigation were proposed in [13] for IoV to improve the 

data transmission rate. Connectivity modeling results in 

increasing the reliability of data transmission. But it failed to 

identify the efficient neighbors with higher signal strength.    

An intelligent forwarding–based stable and reliable data 

dissemination approach was presented in [14] for selecting 

the next forwarding node to transmit the data. However, the 

performance evaluation on other parameters such as packet 

loss rate and an end to end delay remained unaddressed.  

Adaptive Beacon broadcast in the Opportunistic Routing 

(ABOR) technique [15] was introduced to improve the 

performance of data transmission. However, the designed 

ABOR technique failed to validate their impacts on the 

quality of services such as delivery rate and an end to end 

delay. In addition, an efficient mathematical model was not 

used to find the positional information of the nodes.  An 

overlapping transmission system for IoVs was introduced in 

[16] to provide high reliability and less latency 

communication. But optimal path estimation was not 

performed.  

A Link Reliability-Based Clustering Algorithm (LRCA) 

[17] was designed to offer efficient and reliable data 

communication by filtering the unstable neighbors. The 

designed algorithm failed to develop a routing strategy for 

minimizing the end-to-end delay.  A hybrid relay node 

selection method was developed in [18] to use the best 

optimal features for message dissemination and minimize the 

communication delay. The performance of end to end the 

delay was minimized but efficient data dissemination was 

not achieved. 

A Reliable Comprehensive Communication System for 

IoV (IoVCom) was developed in [19] to distribute the 

significant data between IoV components. Though the 

system minimizes the computational time, an efficient 

neighboring node selection was not performed.     

A  Multi-Hop Clustering approach was designed in [20] 

to enhance the transmission performance between Vehicle-

to-Internet. The designed approach reduces message 

delivery latency and improves the message delivery ratio. 

Routing Selecting Based on the Link Quality (RSBLQ) 

estimation method was designed in [21] to find stable routes 

with minimum average delay. The RSBLQ estimation 

method failed to use a better routing scheme for enhancing 

the link quality.  

The core contribution of the paper is summarized as 

follows: 

• A new TLIMWDST technique is proposed to find the 

reliable route path that considers the expected packet 

loss rate and improves data delivery through the 

connectivity of vehicular nodes. 

• Initially, the signal strength of vehicle node is measured 

for finding the location of neighboring node. The 

trilateration process determines the exact coordinate of 

neighboring vehicles using the geometry of circles 

through the point of intersection. 

•  Secondly, the TLIMWDST technique uses the 

Maximum Weighted Directive Spanning Tree to 

construct the directed graph which consists of vertices 

and edges. The vertices are lines based on the weight 

assignment. The maximum weighted links are 

connected and form a route from source to destination. 

This link is established based on the delay variation of 

beacon message arrival and transmission. The link with 

lesser delay variation is selected to transmit the data. As 

a result, the higher packet delivery ratio is achieved 

with minimum end to end delay.  
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• Finally, the performance of the proposed TLIMWDST 

technique is conducted under a simulated scenario 

based on different performance metrics. 

The paper is organized into six different sections. Section 

2 describes the proposed TLIMWDST technique with 

different phases. Then, extensive simulations settings are 

described in Section 3. Followed by, the performance 

evaluations under different metrics are presented in section 

4. In Section 5, the related works are reviewed. Finally, 

section 6 provides the conclusion. 

II. TRILATERAL LOCATION IDENTIFIED MAXIMUM 

WEIGHTED DIRECTIVE SPANNING TREE FOR DATA 

DELIVERY IN IoV 

VANET is a type of wireless network which utilizes the 

vehicles as nodes for the data communication. The vehicles 

in IoV are communicated and data from the vehicles 

communicate with other vehicles through the internet. In this 

case, an optimal route path is required to achieve reliable 

communication. The novel TLIMWDST technique performs 

the data transmission among the multiple communities. In 

IoV, multiple communities are formed based on the vehicle 

moving along the same destination. Multiple communities 

are connected to multiple access points in the network.  

In this section, a novel TLIMWDST technique is 

introduced for increasing the reliability of data transmission 

from source to destination vehicle by implementing the two 

processes, namely location identification and optimal path 

identification. The process of the TLIMWDST technique is 

illustrated in Fig. 1. 

 

Figure 1. Basic communication structure of TLIMWDST 

technique 

Fig. 1 illustrates the basic communication structure of the 

TLIMWDST technique where the network architecture 

comprises of internet, RSU and vehicles. The data 

communication is performed between the vehicles and 

vehicles to RSU.  The vehicles 𝑣1 , 𝑣2, 𝑣3, … . 𝑣𝑛 are deployed 

in a square area of ‘𝑛 ∗ 𝑛’. Among the distributed vehicles, 

the source vehicle (𝑆𝑉) is identified and it transmits the data 

packets 𝐷𝑝𝑖 = 𝐷𝑝1 , 𝐷𝑝2, 𝐷𝑝3, … 𝐷𝑝𝑛  to the destination 

vehicle (𝐷𝑉) through the intermediate nodes 

𝑁𝑛1, 𝑁𝑛2, 𝑁𝑛3, , … . 𝑁𝑛𝑛.  The vehicles moving towards the 

same destination have to form different communities for data 

transmission. Before the data transmission, the source node 

finds the neighboring location by applying the trilateration 

technique. Then the optimal route path (𝑃𝑡ℎ) is identified 

using Maximum Weighted Directive Spanning Tree for 

efficient data communication.  

A. LOCATION IDENTIFICATION USING TRILATERATION 

TECHNIQUE  

The first phase of the TLIMWDST technique is to identify 

the location of the neighboring vehicles using the 

trilateration technique.  The trilateration technique is a 

mathematical model used for location identification with the 

help of geometry of circles. Initially, the source vehicle finds 

the nearest vehicle which have higher signal strength. The 

received-signal-strength of the vehicle node is 

mathematically calculated as given below,  

 

 𝑅𝑠𝑠 = 10 ∗ 𝑙𝑜𝑔10   [
𝑃𝑇

𝑃𝑅
].            (1) 

 
According to (1), 𝑅𝑠𝑠  indicates received signal power of 

the vehicle node, 𝑃𝑇  represents  measured power, 𝑃𝑅 denotes  

reference power. The received signal power of the node is 

measured in terms of decibels (dB). Then the source vehicle 

finds the nearest vehicle location which has maximum signal 

strength. The neighboring node location is identified through 

the trilateration process as shown in Fig. 2.    

 

Figure 2. Trilateration process in Cartesian plan 

Fig. 2 illustrates the trilateration process for finding the 

exact coordinates of the node in the Cartesian plane.  Let us 

consider three different access points and the circle is drawn 

randomly around these three points. The circle around the 

access points is denoted as a signaling range.  

As shown in above Fig. 2, three access points are located 

with three different distances represented by 𝐷1 , 𝐷2 , 𝐷3 with 

coordinates (𝑥1, 𝑦1), (𝑥2, 𝑦2), (𝑥3, 𝑦3)  and the intersection 

point is denoted as (𝑥, 𝑦). Therefore, the distance from the 

access point to the intersection is found using the distance 

formulas in the Cartesian plane as given below:  

 

𝐷1
2 = (𝑥1 − 𝑥)

2 + (𝑦1 − 𝑦)
2.        (2) 

𝐷2
2 = (𝑥2 − 𝑥)

2 + (𝑦2 − 𝑦)
2.              (3) 

𝐷3
2 = (𝑥3 − 𝑥)

2 + (𝑦3 − 𝑦)
2.            (4) 

 

From (2) (3) (4), the point with an intersection of three 
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circles provides an exact position (𝑥, 𝑦) of a node in a given 

Cartesian plane. By applying the trilateration process, the 

distance is initially calculated between the access point and 

intersection and then the location is identified by solving the 

above nonlinear equations to get the Point Of Intersection 

(𝑃𝑂𝐼) as a vehicle's position.  In this way, the locations of all 

neighbor’s vehicles are identified for further processing in 

the VANET. After selecting the neighboring node, the route 

path from the source to the destination is established for data 

transmission.  
 

Input: Number of  Vehicle nodes 𝑣1 , 𝑣2, 𝑣3, … . 𝑣𝑛 

Output:  Identify the location of the neighboring 

node  

Begin  

1. for each vehicle node 𝒗𝒊 
2.         Measure the signal strength ‘𝑅𝑠𝑠’ 
3.         If (𝑅𝑠𝑠 (𝑖) > 𝑅𝑠𝑠 (𝑗))  then  

4.          Apply the trilateration process 

5.          Draw the circle   

6.          Measure distances  𝐷1 , 𝐷2 , 𝐷3 

7.          Find the point of intersection ‘𝑃𝑂𝐼’ with 

the coordinate (𝑥, 𝑦) 
8.         end if 

9.         Discover the location of the neighboring 

node 

10.   end for 

end 
 

Algorithm 1 given above describes the location 

identification process to establish the route paths from the 

source vehicle to the destination vehicles. For each vehicle 

node in the network, the signal strength is measured for 

identifying the neighboring node. If the signal strength of the 

one vehicle (Rss (i)) is greater than the other (Rss (j)), then 

the trilateration process is applied to find the location of the 

neighboring node. Initially, the circles are drawn randomly 

around the access points and the point of intersection through 

the distance measure is found. The point at which the 

intersection of three coordinates is taken as the exact location 

coordinate of the vehicle node and is absolutely identified for 

optimal path identification.  

B. MAXIMUM WEIGHTED DIRECTIVE SPANNING TREE-

BASED OPTIMAL PATH IDENTIFICATION  

The proposed technique finds an optimal route path 

among multiple paths using Maximum Weighted Directive 

Spanning Tree (MWDST). In graph theory, the spanning tree 

uses the directed graphical structure (G) which is 

mathematical formation used to link two points. In this 

perspective, a graph (G) is constructed with a set of vertices 

(v) (also called vehicle nodes) which are connected by edges 

(i.e., links between the nodes). In MWDST, the nodes are 

connected, where all the links are directed from one node to 

another using the right arrow. A directed graph is also called 

a directed network. Initially, the source vehicle sends a 

beacon message to find the next forwarding neighboring 

node. 
 

SV 
bmsg
→   Nni .                                (5) 

 

In (5), SV denotes a source vehicle, Nni denotes 

neighboring nodes, bmsg represents the beacon message.  

After receiving the beacon message, the neighboring node 

(Nni) sends the beacon message to another neighboring node 

(Nnj) as given below: 
 

Nni  
bmsg
→   Nnj .     (6) 

 

Based on the beacon message distribution, the delay 

variation of the particular node is measured as given below: 
 

∆dm =  dmsg (A) − dmsg (S).       (7) 
 

In (7),∆dm denotes a delay variation, dmsg (A)  denotes 

a delay of beacon message arrival time of particular node(i), 
dmsg (S) indicates the delay of the beacon message 

transmission from the one node (i) to another node (k).  After 

computing the delay variation, the threshold is set to identify 

the next forwarded node to form a tree.  
 

y = {
∆dm < β              , Select forwarding node

Otherwise,          find other node 
 .  (8) 

 

In (8), y denotes output results, β denotes a threshold, 

∆dm indicates a delay variation. The node with the delay 

variation less than the threshold is selected as the next 

forwarding node. Otherwise, the node is selected as a 

forwarding node. The maximum weight is given to the less 

delay variation than the other node. The maximum weighted 

link is chosen for the optimal path construction. The weight 

is an integer number which is assigned to each link between 

the nodes.  

Fig. 3 illustrates the Maximum Weighted Directive 

Spanning Tree to find the optimal path from the source to the 

destination vehicle. The graph comprises the ‘n’ vertices and 

n − 1 edges. 

 

Figure 4. Maximum Weighted Directive Spanning Tree 
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As shown in Fig. 3, the red color arrow mark indicates an 

optimal route path from the source to the destination. Then 

the source vehicle transmits data packets to a destination via 

selected route path. The algorithmic process of Maximum 

Weighted Directive Spanning Tree optimal path selection is 

described as follows: 

 

\\ Algorithm 2:  Maximum Weighted Directive 

Spanning Tree-based optimal path selection  

Input: Number of vehicle nodes,   data packets Dpi =
Dp1, Dp2, Dp3, … Dpn 

Output: Find the optimal route path  

Begin 

  For each source vehicle 

  Send beacon message bmsg to neighboring node 

‘Nni’ 
Send neighboring node ‘Nni to other nodes Nnj 

Measure delay variation  ‘∆dm’ 

 If (∆dm < β) then  

          Assign maximum weight ‘wi’ 
           Select node as forwarding node ‘FN’ 

 else 

      Select another node as forwarding node ‘FN’ 

      Assign maximum weight ‘wi’ 
  end if 

               Obtain route path ‘Pth’  

               SV  sends Dpi to DV via  Pth 

  End for       

End  

 

Algorithm 2 explains the step by step process of optimal 

route path selection for data transmission. Initially, the 

source vehicle sends a beacon message to the neighboring 

vehicle with a certain amount of delay. These delay variation 

is measured for identifying the next forwarded node. If the 

delay variation is less than the threshold, then the link is 

assigned higher weight and the node is selected as the next 

forwarded node. In this way, the nodes and links are 

identified until the destination is reached. The link having the 

minimum weight is not selected for data transmission. If all 

nodes have the same delay variation the neighboring node is 

selected using the Breadth first Search (BFS).The maximum 

weighted link between the nodes increases the data delivery 

and reduces the packet loss. Then the source node sends the 

data packet to destination along the route path which 

improves data delivery.  

III. SIMULATION SETTINGS  

In this section, the TLIMWDST technique and three existing 

methods, namely CIoVS [1], RPSPF [2], IDCIoV [3] are 

implemented in the NS2.34 network simulator. In the 

simulation scenario, 500 vehicle nodes are deployed in a 

square area of A2 (1100 m * 1100 m). For the simulation 

purposes, the random waypoint mobility model and DSR 

protocol are used for data transmission. In order to conduct 

the simulation, the total time is set as 300 sec. The various 

simulation parameter values are listed in Table 1.  

Table 1. Simulation parameters 
Simulation 

Parameters 

Values 

Network Simulator NS2.34 

Square  area 1100 m * 1100 m 

Number of vehicle 

nodes 

50,100,150,200,250,300,350,400,450,

500 

Number of data 

packets 

30,60,90,120,150,180,210,240,270,30

0 

Mobility model Random Waypoint model 

Speed of nodes 0 – 20 m/s 

Simulation time 300sec 

Protocol DSR 

Number of runs 10 

IV. RESULTS AND DISCUSSION 

The performance of the TLIMWDST technique is evaluated 

with three existing methods, namely CIoVS [1], RPSPF [2], 

IDCIoV[3]  using the performance metrics such as packet 

delivery ratio, packet loss rate, end to end delay and 

throughput.  The simulation results are described with the 

help of a table and graphical representation.     

The first performance metric is packet delivery ratio 

which is defined as the ratio of a number of (i.e., no. of) 

successfully received data packets to the total number of data 

packets sent. The   packet delivery ratio is estimated using 

the following expression:  

 

PDR = [
Number of data packets received 

Number of data packet sent
] ∗ 100 ,     (9) 

 

where PDR denotes a packet delivery ratio and it is measured 

in terms of percentage (%).  The performance analysis of the 

packet delivery ratio using the TLIMWDST technique and 

three existing methods, namely CIoVS [1], RPSPF [2], 

IDCIoV[3]  are illustrated with the help of a graph. 

The TLIMWDST technique outperforms well in terms of 

achieving the higher data delivery ratio than the other related 

approaches. This considerable enhancement of the 

TLIMWDST technique is achieved through the exact 

location identification and reliable path selection. This is 

proved by the statistical evaluation. The observed results of 

the TLIMWDST technique are compared to the existing 

methods. The average of ten results signifies that the 

TLIMWDST technique considerably increases the 

performance of the packet delivery ratio by 11% when 

compared to CIoVS [1] and 7% when compared to RPSPF 

[2] and 3% when compared to IDCIoV[3] respectively. The 

graphical illustration of the packet delivery ratio is shown in 

Fig. 4. 
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Figure 4. Impact of packet delivery ratio 

Fig. 4 presents the impact of packet delivery ratio versus 

the number of data packets. An optimal forwarded node 

selection is used for effectively providing a higher packet 

delivery ratio as compared to CIoVS [1], RPSPF [2], 

IDCIoV[3].   

The second performance metric is packet loss rate which 

is referred to a ratio of a number of data packets lost during 

the data transmission to the total number of data packets sent 

from the source vehicles. The mathematical formula for 

calculating the packet loss rate is expressed as follows: 
 

PLR = [
Number of data packets lost 

Number of data packet sent
] ∗ 100 ,   (10) 

 

where PLR indicates a packet loss rate measured in terms of 

percentage (%).  The performance analyses of the packet loss 

rate using three path selection methods are illustrated in 

Fig. 5. 
 

 

Figure 5. Impact of packet loss rate 

Fig. 5 shows the simulation outcomes of packet loss rate 

versus the number of data packets. The graphical plot 

illustrates that our TLIMWDST technique minimizes the 

packet loss rate for forwarding the data packets through the 

stable links. The stable links are obtained through the 

maximum weighted directive spanning tree. The tree is 

constructed based on the maximum weighted directed link 

between the two nodes.  

Due to the selection of a maximum weighted link, the 

stable route path from the source to the destination is 

established. Finally, this route path is chosen as an optimal 

path for efficient data transmission. This helps to show that 

the TLIMWDST technique contains a tree-based path 

selection mechanism resulting in it achieves the considerable 

improvement over other approaches. It enhances the 

performance of the data delivery by providing the paths with 

better connectivity.  

The third performance metric is an end to end delay 

which is referred to as the time difference between the data 

packet arrival and sending from the source to the destination.  

The overall end to end delay is computed using the given 

formula 

 

EED = [ DpArr]– [Dps]  ,          (11) 

 

where EED indicates an end to end delay, DpArr symbolizes 

the data packet arrival time, Dps indicates the data packet 

sending time. The measurement of delay is performed in 

terms of milliseconds (ms). Less is the end to end delay, the 

technique is said to be more efficient.  

It shows that an increase in the number of packets has a 

considerable impact on the performance of the TLIMWDST 

technique as compared to the considered existing routing 

techniques. This is because of its novel TLIMWDST 

technique which incorporates the location identification 

process and reliable forwarding which provides better 

connectivity for routing in a better way as compared to 

earlier techniques The results are illustrated in Fig. 6.  

 

 

Figure 6. Impact of end to end delay 

Fig. 6 exhibits the simulation results of the end to end 

delay using different count of data packets. As shown in Fig. 

6, the end to end delay for the proposed TLIMWDST 
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technique is better as compared to all the other considered 

existing techniques and therefore, it means that less is end to 

end delay.  Based on the figure, it is inferred that the 

TLIMWDST technique reduces the delay. The higher signal 

strength node selection of the TLIMWDST technique is to 

deliver the data packets continuously with less delay.   

Finally, the fourth performance metrics is a throughput 

which is defined as the amount of data delivered at the 

destination in a given period of time.  

  

Throughput =
Amount of Dpreceived (bits)

time (second)
 ,      (12) 

 

where, ‘Dp’ denotes the data packets.  Throughput is 

computed in bits per second (bps).  
 

 

Figure 7. Impact of throughput 

Fig. 7 depicts the simulation outcome of throughput 

based on the number of data packet size. The number 

of data packet size is taken as input and it varied in the 

ranges of 10 KB to 100 KB. According to the above 

figure, the throughput of the proposed TLIMWDST 

technique is much higher than that of the other 

methods. This is because of the application of MWDST 

for determining the optimal route path between the 

source and destination. With this, the amount of data 

packet received is considerably increased than with the 

use of the other methods.  

V. CONCLUSION 

In this paper, a novel technique over IoV called TLIMWDST 

is developed for improving data transmission performances. 

IoV allows the vehicles to connect to the Internet via a 

unique infrastructure called a Road Side Unit hence that each 

vehicle receives and distributes the essential information 

about its neighbor’s location to perform the data 

transmission. The above said objectives of the IoV 

communication are achieved using a trilateration location 

identification based maximum weighted directive spanning 

tree. In the TLIMWDST technique, neighboring location 

identification is carried out by the trilateration mathematical 

procedure which is derived based on the distance equations 

and obtains the exact intersection coordinates of the node.  

Followed by, the graph is traversed using a maximum 

weighted directive spanning tree based on a delay variation 

of the link between the nodes and the maximum weights. As 

a result, the optimal route from the source to the destination 

is identified. Our simulation uses the NS-2 network 

simulator to analyze the performance of the TLIMWDST 

technique.  
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